# Supplier: Manage Resource Login Access

This document provides suppliers with the steps necessary to manage their resources’ user accounts in IQN VMS. A user account controls login credentials and password resets. This guide uses standard configuration. Your specific setup may vary slightly based on your client's configuration.

**NOTE**: Numeric and bullet lists describe process steps. The information icon (![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABMAAAAQCAMAAAG0HYTGAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAHsUExURf////r278rAuI+HgGReWEpJSUpKTFtfZoSMk77J0/P3+v/+/efe05WHeVRQTklJSVdeZXp7e3t6d2BbVkhISVBTWH+NmNjl7/7+/uzg0nxsYkpLS0hKTYCWtPv8/Pz58KKLe0lISUpKSklKS2JxheDt9vnx54ZuX0tKSktLS0hJTX6UsPn6+vr37J+JeUlIR3CFm+fy9/78+MixmkxISEtLSk9SVmJiYmJhYFVSUEpPVqe9z/3+//bv5Ih0Y0lKSklMUoOOlKGhoaGemXFpX0lJSkpJSGt9l/D4/OfXxWRVSkhRYsjb6//986SOfVRdaM7j8tfFrVVJSUhOXKy8yeTp7//886SNfU1UXbnO49TAqFJJSVBUWIugu0xSXLXK393LtVpMSUhKToKZtk5XYMDV6O7h0m5fUUdITICXtaOLe0hHSEtKSVpld93t+Pr17aCJdEhJSUlMVYWQmr/L2f/9+NHFu5GJfk5KSn6Vrff8/uPPuVZNSEhRY8jc6////d/OulNKSlBaZsTX5P38+bmgjVNNS0hOW6q6xtXV1dXV1Lyvnk9KSqC4zff7/f///vn07KmYilhTTlBSUlVVVVVVVFJRT1FWXI+jtvT4/Pr488u+rnBmXkhHR0lISEZHSWZverbDz/b6/QAAAOgU0hUAAACkdFJOU/////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////8ANiMo3gAAAAlwSFlzAAAOxAAADsQBlSsOGwAAAPJJREFUGFclj71LA0EUxAfOUiFcqqQX24DdgjwwhUFY0eVshCstDPjBeQiHe3KcWASrwHXJgH+qs5ct3s7O/Pa9XWAKoDQgQyRAx0oVXQ986IxzDgoDvdX4bCENzPkE8kXq2lrRxltgb2ySTPaWQ7RhlVifsa+TmAVizWcpQUcxssDM+IWtWY8HmsONxVaeiTMTGJVqsoofqiGyTG3UKA+c5Pm0covTg/N6RlrVwJ9o5yLNvUiWe19eLuf6kvFK5l2gmSvuD5zkI9CFFFcl/DqFbOX5t/FuDd9lQc9pxiE/IovN5vv4lxKjJXS357j+6hWAf9dXXC7+foiUAAAAAElFTkSuQmCC)) identifies supplemental and/or advisory content.

## To create initial login credentials for a resource/contractor:

1. Log in to IQNavigator using your *user name* and *password*. Your Home dashboard displays.
2. Hover over the Resources menu drop-down arrow located in the Header Menu bar.
3. Click **Resources.** The Resources list screen appears.

NOTE: This list of resources is specific to YOUR user role.

|  |  |
| --- | --- |
|  | *• Use the Results per Page pull-down selection option on the right-hand side of the screen to adjust how many records display per screen.*  *• Click any column header to change the sort order of the list based on that column. Click the column header a second time to sort in reverse order.*  *• Use the Filter selection list in the upper left-hand section of your screen to limit your resource list by status. Click the GO arrow  to activate your selection.*  *• Use the Search selection list in the upper middle of your screen to locate resources by category.* |

1. Set the filter in the upper left-hand section of the screen to **my inactive resources**. Click the GO arrow ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABMAAAAOCAMAAAGNwectAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAACrUExURf///4CZs5CmvAAzf5qu0Pj5+wArbQAvafT2+LC/z7C/07C/2lh5oggfgAQocAAzZo+lvPv7/AAfeQUtbQ8jeQAzbwAnfxApcggzdQAiawAuZoefzAMcfxQuegYZZhEhbQsnfwwZcgAnZgAzdxMfbAQueniTx6CzxqKzyK+v1aCkxqCzzKiq0VlplhUdbxYrZoWbw/r7/RUdghQedZOjvAUta5Giv4eftwAAAMwD8/gAAAA5dFJOU///////////////////////////////////////////////////////////////////////////ADqsZUAAAAAJcEhZcwAADsQAAA7EAZUrDhsAAABxSURBVBhXfY6xCoAwDEQbcAkKkdKl6CIpDtpR8P//zCZGLQq+4bgcJBenoOqaRKP6ChDBbtfhQsMCkfd0r8BmpubJ6LzhI4c4iMtLZi0VPsV/ADfmBERsW+xGT70lpWwMMYXSlXi2yIApfP6EZ/GNcwdWGQXSzITlBQAAAABJRU5ErkJggg==) to refresh the Resources list.
2. Locate the resource of your choice in the **Resource** **Name (ID)** column.
3. Verify that there is a checkbox in the **create auto login** column and that the address in the **Email Address** column is valid.

### Option 1: Automatically generate login credentials.

1. Click the **create auto login** checkbox next to the resource’s name **if the email address is valid**.
2. Use the down arrow to select **create auto login** in the Resource Actions column, then click the GO arrow ![](data:image/png;base64,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) to activate. The system auto-generates a User ID and password and sends the details to the contractor in an email notification.

|  |  |
| --- | --- |
|  | *These login credentials remain active for 48 hours.* |

### Option 2: Manually create login access.

1. Use the down arrow to select **create login** in the Resource Actions column and click the GO arrow ![](data:image/png;base64,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) to open the Login Information profile for the resource.
2. Complete the required fields as indicated by the red asterisk (\*).

* Assign a password and confirm the password. NOTE: Password fields are case sensitive.
* Enter a valid email address or confirm that the pre-populated email address is still valid.

1. Click **save changes** (![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAF4AAAAPCAIAAADiYu9rAAAAAXNSR0IArs4c6QAAAAlwSFlzAAAOxAAADsQBlSsOGwAAA8RJREFUWEftV11o01AUvlMpCEUh+BAmFsUysC+OwYJgUOxDzCRk0FUpFXXiHAoTy8A6NFatRcqU4XSiZD4MxTqwKxiLi0UmSnzJg2QvESSCVJQMXWEYEAKKNz+1m71tFYWpeJ7ae797zne+e869N02zs7NgseyDyEUlMpOiVy0WA0TciYkJONrV1bXkDyL1h1H5L03NDfkmjand5SKdFEWFYlemimZ5wYw00h9h4HBnhLurwWHt9l5mVHWnDSlNxYR39j9DzSYsJBPlMtMlRMCSkkEATF3OxHdW/FsLq4IC2HpUnB8fiVUjj4Zszhn+GMU9tOMimNTIrm6dlqV5kYk9aU3lCoXJm1EwxD92ctOF82mw60a+UMhfCJdGx6QS8LfTWF5SP9scnktTW9hgs408GVNaU+OThfxFUk0kXb0qsXXhbFx1AYSaGJMMZ06R3gYS44XCcNgYTWZfoYM6SPkjmYLIa1FQQSb1rYO5yVxqsyFNOw5RTNDZNWjgsjQeD/ZGkp5quukljuRT2zF7Hc4O5/vaPcaHoqbpMBfzCwAtBL1CUqwcTHVaYneQXvjzjSy+YFnG710KQDMd7lBFubggsgUI0pQDYFP3+u1l0Pws3WoNrg0EgG58qhF0PrLZ73OQM4pU9ulto8Mttj8kE3R2PyjN+uil06R+n+vppEJH08JLp6NMLRcPdURiZ8amdMPNBfjJLq/4XAOmIj9igxs9FnBO14DAWY1nWTwHtPduVbjxLQCGlV3MI4V5ln9HERkUYqqQ74tKxafXs9L2g2SCzq6BNMu+zWNt4YG2MDBL2oOh2Lls4FbUX5LGrhtRPhdeC7dIjI9LDthH0NhxWW0pKbvoPrjh0FbifsB25/sIWyiEWQC1BOVCqLMQXiNoI5+GOVePCSK7BsoAt6GMZ0PMScE6fT0YvtoH97ecgmGV7mdDEbIKMIF9xIBmIoiJQ1eL7Da/638NQW8QhLxmQICh8AeY9NOFVWMBpsSCDZiT+T092dd1qKGCVsPn+TSmReGljUAxqZ1dPXlcabybegdbleRu2A1Mzx2z9wSLw1UY2X3IJw5QzJ60SvR2r1E09+rCyR2+4jraPoAdw9nTgwGFi3RQ1P4Rnb7Uv+W78qgAmMMZ82DKqkSk1QxajcbZEwn8CWz5ECfjwfaaTNDZNaqapsV8DTci9zPzRaGvp7jPujR+ZhUC+0+8hk15hIplX1k3ht1QZKDlV3WZL9Xf/Br2EOFkQDkFn3zU3ss6PdwfdC6p32RNPM//Jlf/lJv/n5f1tvMrQtBPxoFfcMgAAAAASUVORK5CYII=)) at the top of the screen.
2. Send an email with the User ID to the resource/contractor.
3. Send the password in a separate email for proper security protocol compliance.

## To reset a user password:

1. Complete Steps 1 through 5 as described above.

### Option 1: Send contractor a password reset link.

1. Use the down arrow to set the Change Password field to **System Reset and Send Password Reset Link**.
2. Verify that the Email Address field is correct.
3. Click **save changes** (![](data:image/png;base64,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)) at the top of the screen. A password reset notification email goes to the resource/contractor.

|  |  |
| --- | --- |
|  | *This login link remains active for two hours. Only use this option if the contractor knows their assigned User ID.* |

### Option 2: Manually reset contractor’s password.

1. Use the down arrow to set the Change Password field to **Reset Password to Above**.
2. Use the **Password** and **Confirm Password** fields to assign a new password and confirm the new password. NOTE: Password fields are case sensitive.
3. Confirm that the contractor’s email address is still valid.
4. Click **save changes** (![](data:image/png;base64,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)) at the top of the screen.
5. Send an email with the new password to the resource/contractor.

*Optional*: If you plan to send the User ID as well, it should be sent in a separate email for proper security protocol compliance.

## To disable a resource/contractor’s login access:

1. Complete Steps 1 through 3 as described in the “To create initial login credentials” section above.
2. Locate the resource to be disabled in the **Resource** **Name (ID)** column.
3. Use the down arrow to select **configure account** in the Resource Actions column and click the GO arrow ![](data:image/png;base64,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) to open the Login Information profile for the resource.
4. Click the **Disable User Login** checkbox.
5. Click **save changes** (![](data:image/png;base64,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)) at the top of the screen.

## To deactivate a resource/contractor user:

1. Complete Steps 1 through 3 as described in the “To create initial login credentials” section above.
2. Locate the resource to be deactivated in the **Resource** **Name (ID)** column.
3. Click the **archive** checkbox in the archive column, or, use the down arrow to select **archive** in the Resource Actions column.
4. Click the GO arrow ![](data:image/png;base64,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) to complete the action.